
 

 
 

 

 
 

 
 
 
 
 
 
 

CAN YOU SPOT THE PHISHING EMAIL? 
 

 
 
 
 
 
 
 
 

From: 
To: 
Subject: 
Date: 

ITDepartment@GovernmentAgency.Gov 
User@GovernmentAgency.Gov 

Server Maintenance 

5/20/1110:22:21AM 

From: 

To: 

Subject: 

Date: 

ITDepartment@GovernmentAgency.Com 

User@GovernmentAgency.Gov 

Server Maintenance 
5/20/1110:22:21 AM 

To All Employees, CD 
On Sunday (May 22nd)  we will be applying a critical 
patch on one of our servers, which will require downtime 
as the patch is applied and the servers reboot. 

 

 

During this time network access will be intermittent as 
tasks are accomplished. All personnel need to be logged 
out of their computers to ensure that no data loss occurs 
before they leave for the weekend. If you forget  to 
logout, we will manually log you out at 5:30 on Friday to 
prepare for the weekend server patching. 

 

 

If there are any questions, please don't hesitate to ask. 
 

 

- From IT Department 
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On Sunday  (May 22nd)  we will be applying  a critical  patch 
on one of our servers, which will require downtime as the 
patch is applied and the servers reboot. 
 

 

During this time network access will be intermittent  as tasks 
are accomplished. All personnel need to be logged out of 
their computers to ensure that no data loss occurs before 

they leave for the weekend.  The IT Department will also be 
conducting some testing to make sure that all user accounts 
still function properly. Please click here and enter your 
username and password to allow us to test your system. 
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